Today’'s Ransomware — Hive

Apr. 07, 2022
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3. Screen of Victim

j xG7b_HOW_TO_DECRYPT.txt - Windows HZ2%
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f(our network has been breached and all data were encrypted. ol
Personal data, financial reports and important documents are ready to disclose.

To decrypt all the data and to prevent exfiltrated files to be disclosed at
http://hiveleakdbtnp76ulyhiS2eagbcbtyc 3w 7ezTiqybwe34gd2nekazyd.onion/
you will need to purchase our decryption software.

Please contact our sales department at:

http://hivecustévhekztbqgdnkks64ucehgacge3dij3gyrrpdp57zoq3oogd.onion/

Login:  weaevja8MijQ1u
Password: HP1JW35zEJ22aScDZgmh

To get an access to .onion websites download and install Tor Browser at:
https://www.torproject.org/ (Tor Browser is not related to us)

Follow the guidelines below to avoid losing your data:

- Do not modify, rename or delete *.key.4g3j7 files. Your data will be
undecryptable.

- Do not modify or rename encrypted files. You will lose them.

- Do not report to the Police, FBI, etc. They don't care about your business.
They simply won't allow you to pay. As a result you will lose everything.

- Do not hire a recovery company. They can't decrypt without the key.
They also don't care about your business. They believe that they are
good negotiators, but it is not. They usually fail. So speak for yourself.

- Do not reject to purchase. Exfiltrated files will be publicly disclosed.
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